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Philips Various Patient Monitoring Devices May Have Cybersecurity Vulnerabilities

Device/ Product o . .
Central Monitoring Systems, Patient Monitors

Description:

Manufacturer: Philips
Cybersecurity vulnerabilities that could allow an attacker with a low skill level
unauthorized access, potentially leading to interrupted monitoring and collection of
access information and/or patient data.
For more information, please check Here.

Problem

Summary:

If you think you had a problem with your device or a device your patient uses, please report
the problem to SFDA through:

NCMDR

Vigilance system

19999 unified call center

AR name: Philips Healthcare Saudi Arabia Ltd.
Assigned Contact Person: | Alawi Alkhadrawi

Mobile/Phone: 0558685708

Email: sfda.sa.met@philips.com
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https://us-cert.cisa.gov/ics/advisories/icsma-20-254-01
https://ncmdr.sfda.gov.sa/Default.aspx
https://ade.sfda.gov.sa/Home/Report

