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May Be Vulnerable to Ryuk Ransomware

Device/ Product .
Various Systems

Description:

Manufacturer: Becton, Dickinson and Company
Cybersecurity vulnerabilities whereas “Ryuk attacks” are known for using manual
hacking techniques and open-source tools to move laterally through private networks
and gain administrative access to a large number of systems. The attack then initiates
file encryption and requests a ransom.
For more information, please check Here.

Problem

Summary:

If you think you had a problem with your device or a device your patient uses, please report
the problem to SFDA through:

NCMDR

Vigilance system

19999 unified call center

AR name: Becton Dickinson B.V.

Assigned Contact Person: | Saleh Al-Sohibanei

Mobile/Phone: 0544760333

Email: saleh al sohibanei@europe.bd.com
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https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/ryuk-ransomware
https://ncmdr.sfda.gov.sa/Default.aspx
https://ade.sfda.gov.sa/Home/Report
mailto:saleh_al_sohibanei@europe.bd.com

